La capacidad de una organizacion para adaptarse, innovar y ejecutar con precision
ya no depende Unicamente de la suma del talento individual; depende, de manera
critica, de la calidad de sus interacciones y dinamica de equipo. La seguridad
psicolégica la favorece y es por ello que emerge como el factor fundamental para
el alto rendimiento sostenido.

Carlos Hinchado, 1
fundador de Navitas for Change y \

autor de “Seguridad Psicoldgica”.
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De la gestion del talento a la gestion del riesgo interpersonal

La seguridad psicoldgica es, en esencia, la creencia compartida por los miembros de
un equipo de que éste es un lugar seguro para asumir riesgos interpersonales: un
entorno donde es posible hablar, preguntar, discrepar y cometer errores sin temor a
ser sehalado, castigado o marginado. Para los directores de Recursos Humanos, este
concepto debe trascender la categoria de "habilidad blanda" o tendencia pasajera,
ya que constituye el verdadero sistema operativo sobre el que se ejecutan la
estrategia, la transformacién digital y cualquier iniciativa de desarrollo de personas.

La ausencia de esta seguridad no solo inhibe la innovacioén, sino que su coste se
traduce en silencio, ineficiencia y estancamiento. En el contexto actual, el
rendimiento maximo se alcanza cuando las personas se sienten plenamente
capaces de aportar su conocimiento y su perspectiva sin autocensura. El presente
articulo se centra en desvelar el marco conceptual y las metodologias que permiten
a las organizaciones, a través de su funcidn arquitectonica de RR.HH., construiry
medir esta variable critica para garantizar no solo el bienestar, sino la maxima
productividad.

El impacto del miedo en la productividad: el silencio que
cuesta millones

Amy Edmondson, pionera en la investigacion de la seguridad psicologica, demostro
gue lo que a menudo se interpretaba como un error en los equipos de alto
rendimiento era, en realidad, una mayor propension a reportar errores. Los equipos
con peor desempeno Nno es que cometieran menos errores, sino que los ocultaban,
lo que impedia el aprendizaje y la correccion. Este fendmeno se replica en todos los
niveles organizacionales, y tiene un coste directo y cuantificable en el balance.

El miedo interpersonal se manifiesta de cuatro formas principales que socavan el
rendimiento y se traducen en un alto coste operativo, afectando la toma de
decisiones y la velocidad de respuesta al mercado:

e El miedo al castigo lleva a retrasar la comunicacién de una mala noticia o un
error por temor a la represalia directa, comun en entornos de alta ejecucion
donde la culpa se prioriza sobre la correccidn.

e El miedo a la humillacion conduce a evitar hacer preguntas o pedir ayuda

por no parecer incompetente ante los companeros o el jefe, lo que resulta
en duplicidad de esfuerzos o ejecucién de tareas bajo premisas erréneas.
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e El miedo al rechazo se traduce en no ofrecer una idea disruptiva o una
critica constructiva para no ser percibido como un elemento problematico o
un disidente. Este silencio estratégico asfixia la ventaja competitiva y la

innovacion incremental.

e El miedo a la exclusidn provoca que el empleado se autocensure para
encajar en la cultura dominante del equipo, perdiendo la diversidad de
pensamiento en el proceso, que es un activo clave en la resolucién de
problemas complejos.

Estos miedos tienen un impacto directo en métricas de negocio clave y, de hecho, las
investigaciones de Gallup en el ambito del engagement ha mostrado
consistentemente una desconexion global. Cuando los empleados se sienten
inseguros o no valorados, su compromiso disminuye, afectando a la calidad del
servicio, la satisfaccion del cliente y la rotacidon del personal. Un entorno
psicoldgicamente seguro, por el contrario, fomenta la experimentacion, el flujo libre
de informacién y la rapida deteccidon y correcciéon de problemas, virtudes intrinsecas
del alto rendimiento.

A

El coste de la jerarquia en el "Dieselgate" de Volkswagen

El escandalo "Dieselgate" de Volkswagen es un ejemplo muy conocido del coste del
silencio y la jerarquia extrema. La presidon interna para superar a Toyota y alcanzar metas
de rendimiento agresivas llevé a los ingenieros a instalar un software ilegal ("defeat
device") para manipular las pruebas de emisiones. A pesar de que varios empleados de
nivel inferior y medio conocian la trampa, el miedo a contradecir a los directivos de mas
alto rango o a reportar una mala noticia en una cultura altamente jerarquica y de alto
rendimiento impidid que la verdad saliera a la luz antes de la intervenciéon externa.

El resultado fue una multa de mas de 30 mil millones de ddlares, dafios reputacionales
masivos y la destitucién de sus principales ejecutivos. El coste no fue solo por la decisiéon
inicial de manipular, sino por el fallo cultural sistémico que silencié a los técnicos y
expertos que podian haber alertado sobre el riesgo ético y legal, demostrando que el
miedo a decepcionar a la autoridad fue mucho mas caro que haber ajustado las
expectativas de rendimiento a la realidad. Este es el coste del silencio, que en el ambito
empresarial se traduce en la pérdida de |la confianza del mercado y la supervivencia
corporativa.

Solo cuando cada miembro del equipo se siente seguro para cuestionar,
sefalar un error o pedir ayuda se puede lograr la "perfeccion" en la
ejecucion. Este circulo virtuoso (compartir informacion, coordinarse y
cuidarse) solo es sostenible bajo la premisa de la ausencia de miedo.
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El contraste: alto rendimiento en entornos de maximo riesgo

El alto rendimiento en entornos de maximo riesgo, como el de una cabina de avion
o la gestion de una tripulaciéon de vuelo, demuestra el poder de este "sistema
operativo". En la aviacion, donde la vida de cientos de personas depende de la
comunicacion sin fallos y la mitigacion de la jerarquia (a través del Crew Resource
Management, CRM), la seguridad psicoldgica es literalmente vital para la prevencion
de accidentes. Histéricamente, muchos incidentes catastroficos fueron causados no
por fallos técnicos, sino porque un primer oficial o ingeniero de vuelo no se sintid
seguro para cuestionar una decision erronea del capitan (la maxima autoridad).

El mapa metodoldégico: las cuatro etapas de la seguridad
psicolégica

Para un Director de RR.HH. que busca transformar la cultura, es fundamental contar
con un modelo escalable y practico. El marco de las "cuatro etapas de la seguridad
psicoldgica", de Timothy Clark, proporciona una hoja de ruta clara para la inclusion y
la innovacién progresiva, permitiendo a la organizacion avanzar de un entorno de
cumplimiento basico a uno de excelencia creativa.

Etapa 1: Seguridad de inclusién (Inclusion safety). Esta es la capa base. La seguridad
de inclusién aborda la necesidad fundamental de todo ser humano de pertenecer. El

riesgo interpersonal a superar es ser ignorado o excluido. Implica sentirse bienvenido,
valorado por la singularidad de la persona (su identidad, antecedentes) y aceptado tal

CoOmao es.

/l\ Accion de RR.HH. en esta etapa: Redisefar los procesos de onboarding y

_/.\_ socializacion para asegurar que la diversidad del nuevo empleado no solo sea

Qly tolerada, sino activamente celebrada. Implementar sistemas de mentoria cruzada
gue vinculen a los nuevos empleados con personas de diferentes equipos para
romper los silos y fomentar el sentido de pertenencia desde el primer dia.

Permitir que las personas se sientan seguras para ser vulnerables, preguntar,
y desafiar no es un acto de altruismo, sino un imperativo estratégico. Al
institucionalizar las cuatro etapas (inclusién, aprendizaje, contribucién y
desafio), la Direccién de RR.HH. no solo construye un entorno de trabajo mas
humano, sino que arma a la organizacién con la agilidad y la capacidad de
auto-correccién necesarias para operar con alto rendimiento en el siglo XXI.
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Etapa 2: Seguridad de aprendizaje (Learner safety). Una vez que el individuo se siente
parte, necesita espacio para crecer. La seguridad de aprendizaje aborda el permiso para
aprender, que incluye hacer preguntas, cometer errores y experimentar. El riesgo
interpersonal a superar es parecer incompetente. Implica poder decir "no entiendo",
"necesito ayuda" o "me equivoqué". Se valoran las preguntas sobre las respuestas.

/l\ Accién de RR.HH. en esta etapa: Integrar la seguridad de aprendizaje en la

_/.\_ evaluacion de los programas de formaciéon. No basta con medir la asistencia; RR.HH.

Qly debe medir la frecuencia y calidad de las preguntas formuladas durante la formacion,
e institucionalizar los After Action Reviews (AAR) o post-mortems sin culpa, donde el
foco esté 100% en el proceso y no en el individuo.

Etapa 3: Seguridad de colaboracién/contribucién (Contributor safety). En esta etapa, la
persona se siente segura para usar sus habilidades y conocimientos para agregar valor al
equipo. El riesgo interpersonal a superar es el de ser avergonzado o de que se le retire la
autonomia. Implica poder participar activamente en la toma de decisiones, aportar ideas al
proceso, y tener la autoridad suficiente para ejecutar el trabajo.

/l\ Accién de RR.HH. en esta etapa: Redisenar la gestion del desempefio para incluir la

_’.\_ autonomia percibida como una métrica clave. Promover marcos de trabajo agiles y

Qly descentralizados que den poder de decisién a los equipos de primera linea. Los
sistemas de reconocimiento deben premiar no solo el resultado individual, sino |la
calidad de la contribucion al resultado colectivo.

Etapa 4: Seguridad de desafio/innovacién (Challenger safety): La etapa mas alta. Aqui, el
empleado siente la libertad de cuestionar el statu quo, proponer cambios disruptivos o
criticar ideas (incluidas las del lider) sin miedo a represalias. El riesgo interpersonal a superar
es el de ser percibido como un disidente o problematico. Implica poder decir "creo que hay
una forma mejor de hacer esto" o "no estoy de acuerdo con esta estrategia", promoviendo la
disension constructiva.

/l\ Accion de RR.HH. en esta etapa: Crear canales y metodologias formales para la

_’.\_ disrupcidon. Esto puede ser a través de hackathons internos, programas de innovacion

Qly inversa donde los empleados cuestionan las decisiones estratégicas recientes, o la
introduccién de roles como el de Devil's Advocate en las reuniones de alto nivel, cuyo
desempeno se evalUa en funcién de la calidad del desafio que genera. La
implementacion exitosa de este modelo transforma la cultura de una que gestiona
personas a una que gestiona el ecosistema de |la excelencia, entendiendo que solo el
Challenger safety es capaz de generar la innovacion continua requerida para el alto
rendimiento.
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Una hoja de ruta para llevar la seguridad psicolégica de la
teoria a la practica

El rol de la Direccion de Recursos Humanos es esencialmente arquitectdnico, ya que
es su responsabilidad |la de disefar los procesos y la cultura que permitan florecer la
seguridad psicoldgica a través de tres palancas:

¢ 1. El liderazgo: de la jerarquia al facilitador. El lider es el principal modelador de
la seguridad psicoldgica. RR.HH. debe enfocar la formacioén directiva en tres
comportamientos clave:

o Humildad situacional: Los lideres deben enmarcar el trabajo como un
problema de aprendizaje, no solo de ejecucion. Esto significa decir: "Sé que no
tengo todas las respuestas. Necesito sus aportaciones y critica para tener
éxito".

o Invitacién a la participacion: Crear un vacio para que los demas hablen. Esto
se logra haciendo preguntas abiertas y genuinas. ; Qué falld en el proceso y
gué hemos aprendido de ello? ;Qué riesgos o0 puntos ciegos creen que
estamos pasando por alto con este plazo? ¢ Podrias ayudarme a entender
mejor? Un lider debe ser el ultimo en hablar en una sesion de brainstorming.

o Respuesta productiva al fracaso: Cuando ocurre un error, la respuesta del
lider define la cultura. RR.HH debe estandarizar los post-mortems sin culpa
(Blameless Post-Mortems), utilizando el espectro de errores de Amy
Edmondson para diferenciar la respuesta adecuada del liderazgo. La clave es
distinguir la intencion del resultado para determinar la respuesta correcta:

= Fallos inteligentes (intelligent failures): Errores cometidos en la "zona de
aprendizaje", es decir, cuando se esta innovando, experimentando o
enfrentando una situaciéon novedosa o ambigua. Son fallos con buena
intencidn y alto valor de aprendizaje. Se deben tratar con curiosidad,
reflexion y celebracion del esfuerzo por la exploracion, sin castigar el
resultado negativo.

= Fallos basicos (basic failures): Errores previsibles causados por
inatencion, falta de habilidad, distraccion o un disefo deficiente del flujo
de trabajo (fallo del sistema). Tienen baja intencidn de riesgo, pero bajo
valor de aprendizaje una vez que se han identificado. La respuesta debe
ser la mejora del sistema (mediante checklists o automatizacion) o el
entrenamiento especifico (formacion), no la culpa individual.

= Fallos reprendibles (blameworthy failures): Acciones con mala intencion,
como la violacion consciente de reglas, la negligencia grave o la toma de
riesgos injustificados (desviaciéon intencional). Solo este tipo de error (que
es el menos frecuente) justifica una reprimenda o accion disciplinaria, ya
gue no existe valor de aprendizaje que compense la falta de ética o el
desprecio por la seguridad.
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2. Diseino de procesos: inclusion en el ciclo de vida del empleado. La seguridad
psicologica debe integrarse en la metodologia de RR.HH.:

e Seleccién: Evaluar, no solo la competencia técnica, sino la "humildad de
conocimiento"y la habilidad para manejar la disensidon constructiva. Se deben
introducir preguntas conductuales especificas: "¢ Cuéntame una ocasion en la
gue desafiaste una idea de tu jefe y cual fue el resultado?"

¢ Evaluacion del desempeiio: Introducir métricas de comportamiento que
valoren la "ayuda ofrecida" y la "colaboraciéon" por encima del éxito individual
aislado. Los feedbacks de 360 grados deben incluir preguntas explicitas sobre si
el companero se sintid seguro al interactuar con el evaluado y si promueve
activamente el challenger safety.

¢ Gestion del riesgo: La seguridad psicoldgica contribuye a desarrollar una cultura
de prevencion. Implementar canales de reporting andnimos para
preocupaciones de proceso o ética, garantizando la no represalia como politica
empresarial innegociable.

3. La medicién y la analitica de personas. No se puede gestionar lo que no se mide.
RR.HH. debe ir mas alla de las encuestas tradicionales.
¢ Encuestas especificas: Utilizar el instrumento de 7 preguntas de Amy
Edmondson (o su equivalente adaptado) para medir la Seguridad psicoldgica a
nivel de equipo, no solo organizacional. La variable clave no es el promedio
general, sino la dispersidon entre equipos.
¢ Correlacion con el rendimiento (people analytics): La funcion de People
Analytics debe conectar las puntuaciones de SeguridadCalidad: Cruce de bajas
puntuaciones de seguridad psicoldgica con un aumento en la tasa de defectos,
reclamaciones de clientes o errores de produccion en el mismo equipo.
o Retencioén: La seguridad psicoldgica alta correlaciona con una menor
intencién de abandono y una mayor retencioén de talento clave.
o Ejecucién: Conectar las puntuaciones con el cumplimiento de los OKRs del
equipo. Esto transforma la seguridad psicoldégica de una métrica de cultura a
una meétrica de negocio clave.

Conclusion: la seguridad psicolégica como ventaja competitiva

La gestion de personas ha evolucionado desde el simple cumplimiento de normas
laborales hasta el disefo de experiencias, y en el corazdn de esta evolucion, la
seguridad psicoldgica se revela como el factor de disefo mas potente.

Permitir que las personas se sientan seguras para ser vulnerables, preguntar, y

desafiar no es un acto de altruismo, sino un imperativo estratégico. Al
institucionalizar las cuatro etapas (inclusion, aprendizaje, contribucion y desafio), la
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Direccién de RR.HH. no solo construye un entorno de trabajo mas humano, sino que
arma a la organizacion con la agilidad y la capacidad de auto-correccidon necesarias
para operar con alto rendimiento en el siglo XXI. La seguridad psicologica es el
terreno fértil de esa cultura, demostrando ser un pilar fundamental, aplicable en
cualquier cultura u organizacion sin distincion de nivel jerarquico?. Este es el desafio
y el privilegio de disefar la excelencia.

Nota: La seguridad psicolégica no implica la ausencia de conflicto, sino la creencia de que se puede hablar sobre el conflicto de manera seguray
constructiva, sin temor a consecuencias negativas. Este concepto ha demostrado ser fundamental en cualquier cultura, independientemente de si es muy
jerarquica o no.
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Ficha técnica: "Seguridad psicolégica". LID Editorial. 152 pags.

¢Qué tienen en comun los equipos que innovan, aprenden con rapidez y logran resultados
extraordinarios? La clave esta en un entorno donde las personas pueden opinar con libertad, expresar
dudas sin temor, proponer ideas arriesgadas sin ser juzgadas y reconocer errores sin sentirse
vulnerables. Lejos de ser una utopia, esta cultura de apertura y confianza es el verdadero motor del alto
rendimiento, la colaboracién auténtica y la innovacién sostenida.

Basado en aflos de investigacion, este libro revela por qué la seguridad psicoldgica es Seguridad
el mayor indicador del desempefo de un equipo. Sin ella, el silencio se instala, la 1}55""(}“')31"-"-1
confianza se erosiona, la creatividad se apaga y la innovacién se detiene. Con ella, las £
conversaciones giran en torno a lo que realmente importa, los errores se transforman -

en aprendizajes y cada persona aporta lo mejor de si misma. crnosuncue (B

A través de multiples ejemplos y casos reales -incluyendo empresas como Google- aprenderas qué la
impulsa, qué tipo de liderazgo la formenta y coémo crear un ambiente y una cultura de trabajo en la que
los equipos quieran estar y crecer.
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ORH es una plataforma que genera,reline y comparte-conocimiento experto
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para los profesionales de |la gestidn de personas en las organizaciones.
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